
Case Study:

SMB Support and
Sustainment
Project: Service Management Branch
 IT technical and professional services

Completed: 2021 - ongoingContract Value: $43.5 million

Client: Australian Department of Defence

Scope

Insitec acquired the SMB contract 
in 2021 after the acquisition of 
Canberra-based consulting firm 
DMV’s ICTPA membership. A contract 
renewal, with an expanded scope and 
remit, was issued in March 2022.
Support and sustainment of SMB 
services is delivered through 60 
highly professional industry staff 
with experience in ICT infrastructure, 
applications and services 
management practise expertise. Our 
relationship spans across five areas 
within SMB including:

• Directorate of Service 
Management Reporting (DSMR)

• Directorate of Service Operations 
(DSO)

• Directorate of Service Enablement 
(DSE)

• Directorate of Customer 
Experience (DCE)

• Information Repository Support 
(IRS)

Overview

The SMB strategic industry provider 
arrangement is a broad multi-facetted 
contract providing considerable 
value to CIOG in the provision of a 
significant set of services. These 
services encompass many varied 
areas of capability including:

• Infrastructure design, deployment 
and maintenance, and 
sustainment

• Application delivery and 
maintenance

• Data science and data 
management across peta-scale 
data environment

• Service management advice and 
guidance

• Service management and control 
services

• Service operations and problem 
resolution



Challenge

Defence has a comprehensive 
and diverse set of requirements 
across SMB. To deliver this work 
Defence requires an industry 
provider that is capable of meeting 
SMB’s considerable needs whilst 
remaining adaptable to the changing 
requirements of CIOG and the wider 
Defence community. Typically, only a 
large multi-national service provider 
or multiple individual companies are 
capable of delivering such a diverse 
service catalogue, however these 
structures tend to be rigid and lack 
adaptability.

Solution

Insitec provides the Infrastructure 
Maintenance and Support (IMS) 
function within DSMR. IMS delivers an 
integrated Monitoring, Management 
and Control (MMC) system for the 
Defence ICT environment. It delivers 
the compute platform for ICT data 
integration, Defence Enterprise Data 
Warehouse/Business Intelligence 
(EDW/BI) and reporting needs. IMS 
develops and sustains the DSMR 
management domain (pac.mil.au) 
enterprise infrastructure environment, 
with trust relationships to the Defence 
PROTECTED and Defence SECRET 

environments.
The IMS function provides end-to-end 
technical and business performance 
data services.
It sustains a central data access 
facility and specialised platform 
hosting services for Monitoring 
Management Control/Data 
Warehouse/Business Intelligence 
(MMC/DW/BI) meeting various 
Defence business needs. IMS also 
provides design, development, 
delivery and sustainment to Defence 
IT Monitoring tools and the Business 
Intelligence/Data Warehouse (BI/DW) 
capability.
Delivering services through an 
independently operated ICT platform 
within the Performance Analysis 
Cell (PAC) domain ensures Defence 
satisfies the quality, fiduciary 
and security requirements for its 
information.
To deliver monitoring of the Defence 
Server and Network Infrastructure, 
Insitec provides SMRD with a leading-
edge implementation of the IBM Tivoli 
suite. Our team delivers an enterprise 
capability currently consumed by all 
three transformation bundle providers 
for extant monitoring of “as is where 
is” infrastructure and services. Insitec 
provides support and maintenance 
of the monitoring and control 
environment including tier 3 systems 
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Insitec is one of Australia’s 
leading technology 
companies, We have 
partnered with government, 
industry and Defence for 
more than 20 years, building 
Australia’s sovereign 
capability with innovative, 
high performance solutions 
to meet the complex and 
ever-changing environment 
of tactical electronic warfare. 

About us

 • Proven delivery secured renewal 
of contract and extension of remit 
across five areas within SMB

 • Provision of an Infrastructure 
Maintenance and Support (IMS) 
function that delivers integrated 
Monitoring, Management and 
Control (MMC) system for the 
Defence ICT environment

 • Millions of dollars of infrastructure 
under management by Insitec

and network infrastructure support 
and investigation to DSMR.
Our team has built a strong 
sustainable governance and audit 
capability for Defence to ensure 
ongoing visibility of network and 
server performance. The fleet of 
infrastructure under management 
by Insitec is valued in the millions 
of dollars and maintains visibility of 
thousands of network elements and 
hundreds of applications.
To improve support, sustainability and 
minimise cost, we assisted Defence 
in the acquisition and implementation 
of high-density, high-performance 
storage systems, reducing fifteen 
racks down to two.
Insitec provides day-to-day problem 
resolution and change oversight 
services for the Defence ICT 
environment. Staff seconded to the 
Directorate of Service Operations 

(DSO) and Directorate of Service 
Enablement (DSE) work with 
multiple other Defence providers 
(Leidos, Telstra, Kinetic IT etc) to 
diagnose and rectify problems 
across the Defence ICT environment. 
Insitec’s deep experience with the 
Defence ICT environment and our 
staff’s considerable “soft skills” 
are invaluable in solving these 
complex problems. Our staff are 
key to ensuring the Defence ICT 
environment operates to its fullest and 
continues to meet the needs of the 
Defence user community.


